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Abstract

In a world where globalised operations are the norm rather 

than the exception, tax authorities struggle to keep up. With 

numerous businesses and likewise a lot of tax payers it is dif-

ficult to deal effectively with those pretending to be above 

the (tax) law. In line with the adage ‘knowledge is power’ and 

by way of cooperation between tax authorities, a joint battle 

is fought to combat tax evasion and avoidance. Information 

exchange is one of the means available to tax authorities to 

collect, share and act on information to secure tax revenues. 

This is also the case for indirect taxes. This contribution ex-

amines the development of legislation governing informa-

tion exchange to prevent tax revenue loss in the field of indi-

rect taxes. Within this field, VAT is especially interesting as 

certain persistent types of fraud prove difficult to combat. 

Missing Trader Intra-Community fraud is the prime example 

of this. The key characteristics of this fraud are further exam-

ined. A better understanding of fraudulent activities that in-

formation exchange aims to prevent provides more nuanced 

views on far-reaching regulatory provisions governing infor-

mation exchange. One implication of the information disad-

vantage tax authorities face is that there is hardly any provi-

sion protecting the legal position of tax payers. An appeal 

system, providing tax payers with the opportunity to object 

to collection and exchange of their information, is lacking. It 

remains to be seen whether this is in line with the principle of 

proportionality when technological developments eliminate 

the information disadvantage of tax authorities.

Keywords: fraud, tax evasion, legal protection, indirect tax, 

information exchange.

1 Introduction

Tax evasion and avoidance are much debated subjects. 
Every business is urged to pay its ‘fair share’. Leveraging 
tax treaties and setting up tax structures are considered 
an evil. Tax fraud is unsurprisingly perceived as funda-
mentally wrong. In battling tax evasion and avoidance, 
tax administrations agree to cooperate by way of ex-
changing tax payers’ information all in line with the ad-
age that knowledge is power and two heads are better 
than one.

* Lennart van Verseveld, LL.M., is an Indirect Tax advisor at Ernst & Young 

(lennart.van.verseveld@nl.ey.com). This article has been written in a per-

sonal capacity.

The ever-increasing global commercial activity leads to 
new challenges for tax administrations worldwide. Es-
pecially when it comes to maintaining stable tax reve-
nues, not leaking away due to fraudulent activities. 
These developments have let to cooperation and mutual 
administrative assistance in relation to tax matters. 
Since many years, members of the Convention on Mutu-
al Administrative Assistance in Tax Matters, a conven-
tion	jointly	developed	by	the	OECD	and	the	Council	of	
Europe, work together by exchanging information to 
‘put an end to bank secrecy and tackle tax evasion’.1

This contribution focuses on the exchange of informa-
tion	in	the	field	of	indirect	taxes,	specifically	the	Euro-
pean	field	of	indirect	taxes.	These	taxes	are	particularly	
interesting as some of these taxes (e.g., VAT, excise and 
customs duties) are extensively harmonised within the 
European Union. It would go beyond the bounds of this 
contribution to examine all European indirect taxes. 
This contribution, therefore, takes VAT as the starting 
point to examine how information exchange by EU 
Member States is designed. As there still is a VAT gap of 
approximately EUR 134 billion,2 the need for mutual as-
sistance	in	this	field	is	self-explanatory.	The	emphasis	of	
this contribution is therefore on the exchange of infor-
mation	 in	 the	field	 of	 indirect	 taxation	 in	 a	 European	
context.
The	first	purpose	of	this	article	is	to	establish	the	legis-
lative background of information exchange and the 
means that have been introduced in the past decades in 
that regard. Exchanging information is deemed crucial 
for	fighting	VAT	fraud.	Tax	authorities	face	a	significant	
information disadvantage as they greatly depend on tax 
payers providing relevant information to assess their 
tax	debt.	This	disadvantage	 is	 further	amplified	by	 re-
porting periods of between one and three months. The 
design of the VAT system is prone to VAT fraud as it is 
aimed at taxation in the destination country, which re-
quires,	 for	 example,	 specific	 place	 of	 supply	 rules	 and	
VAT	zero	rates.	This	contribution	explains	one	specific	
type of VAT fraud: Missing Trader Intra-Community 
fraud.	A	type	of	fraud	so	tough	to	fight	that	some	pro-
posed remedies undermine the very system of VAT taxa-
tion.

1 www.oecd.org/ctp/exchange-of-tax-information/ (last visited 21 June 2022).

2 European Commission, Directorate-General for Taxation and Customs 

Union, G. Poniatowski, M. Bonch-Osmolovskiy & A. Śmietanka VAT Gap 
in the EU: Report 2021 (2021).
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Having established the incentives for extensive cooper-
ation within the European Union, this contribution con-
tinues to explain the procedure that tax authorities of 
EU Member States need to follow to obtain relevant in-
formation. It examines the obligations to (automatical-
ly) exchange information and the grounds for informa-
tion exchange refusal. Finally, this contribution covers 
the legal position of tax payers whose information is 
requested by competent authorities and how their inter-
ests are protected against unlawful information ex-
change by EU Member States.

2 Background on Information 
Exchange

Indirect taxes, VAT and excise duties in particular were 
not	the	first	tax	resources	that	were	targeted	when	the	
information exchange was presented as a means to 
tackle tax evasion and avoidance. This section examines 
the different measures that were taken to develop the 
information exchange system that is functioning today.

2.1 From Direct Taxation to VAT
Almost 50 years ago, the European Council adopted a 
Directive which concerned the mutual assistance of EU 
Member	States	in	the	field	of	direct	taxation.3 The pur-
pose of this Directive was to enable EU Member States 
to perform a cross assessment of taxes. It entered into 
force	on	1 January 1979.	The	scope	of	the	Directive	was	
quickly extended to, amongst others, VAT.4 The con-
cerned	 amendment	 entered	 into	 force	 on	 6  Decem-
ber 1979.	The	reason	for	amending	the	existing	Direc-
tive partly lies in the general nature of VAT taxation, 
aiming to tax consumption within the European Union. 
VAT also accounts for a percentage of the EU’s own re-
sources.5 The next extension of the Directives’ scope en-
tered into force in 1992, making it also applicable to ex-
cise duties on a number of goods.6

2.2 An Overview of Relevant EU Directives and 
Regulations

For VAT, a different Regulation was introduced in 1992.7 
This Regulation, amongst others, governs the VAT Infor-
mation Exchange System (hereinafter: VIES). VIES is 
often used today to check the validity of customers’ VAT 

3 Council Directive 77/799/EEC of 19 December 1977 concerning mutu-

al assistance by the competent authorities of the Member States in the 

field of direct taxation.

4 Council Directive 79/1070/EEC of 6 December 1979 (amending Council 

Directive 77/799/EEC) concerning mutual assistance by the competent 

authorities of the Member States in the field of direct taxation.

5 Council Regulation 1553/89/EEC of 29 May 1989 on the definitive uni-

form arrangements for the collection of own resources accruing from val-

ue added tax.

6 Council Directive 92/12/EEC of 25 February 1992 on the general arrange-

ments for products subject to excise duty and on the holding, movement 

and monitoring of such products.

7 Council Regulation 218/92/EEC of 27 January 1992 on administrative 

cooperation in the field of indirect taxation (VAT).

numbers. The VIES database in principle includes all 
VAT numbers of VAT taxable persons established in EU 
Member States. The VIES database provides suppliers 
with an indication on the capacity of the customer 
(business or consumer). This capacity, in principle, de-
termines where taxation should take place. Cross-bor-
der taxable supplies (business-to-business) are taxed at 
the VAT zero rate. A valid VAT number is one of the re-
quirements for applying a VAT zero rate on Intra-Com-
munity supplies.8 The introduction of the present Regu-
lation meant that there were now two parallel instru-
ments	for	mutual	assistance:	Council	Directive	77/799/
EEC	(via	Council	Directive	79/1070/EEC	also	applicable	
to	amongst	others	VAT)	and	Council	Regulation	218/92/
EEC. Having two parallel instruments was considered 
complex	 and	 inefficient.9 The Commission therefore 
proposed in 2001 to eliminate VAT from Council Direc-
tive	79/1070/EEC.	This	proposal	was	adopted	in	2003.	To	
further tighten up the provisions included in Regulation 
218/92/EEC	and	to	incorporate	the	provisions	included	
in	Directive	77/799/EEC,	a	new	Council	Regulation	was	
introduced:	Regulation	1798/2003.10	Regulation	218/92/
EEC was repealed at the same time. The new Council 
Regulation should provide for more direct contact be-
tween internal revenue services of EU Member States.

Council	Regulation	1798/2003	was	replaced	by	Council	
Regulation	904/2010.11 Excise duties were also eliminat-
ed	from	the	scope	of	Directive	77/799/EEC	by	adopting	
Regulation	2073/2004/EC.12 Both Regulations are still in 
force	today.	Regulation	904/2010	is	accompanied	by	two	
implementing Regulations: Implementing Regulation 
79/201213	 and	 815/2012.14 These Regulations concern 
further administrative cooperation in combating VAT 
fraud and special schemes for non-established taxable 
persons respectively. Finally, to conclude this extensive 
overview of relevant legislation, there are two relatively 
recent	developments.	One	is	that	the	Council	has	adopt-
ed	 Regulation	 2017/2454/EU15 amending Regulation 

8 For more information: Explanatory Notes on Council Directive (EU) 

2018/1910, Council Implementing Regulation (EU) 2018/1912 and Coun-

cil Regulation (EU) 2018/1909 regarding the EU VAT changes in respect 

of call-off stock arrangements, chain transactions and the exemption for 

intra-Community supplies of goods (‘2020 Quick Fixes’).

9 B.J.M. Terra and H.J. Kajus, Mutual assistance, European VAT Directives Com-
mentary (2019), para. 1.1.

10 Council Regulation 1798/2003/EC of 7 October 2003 on administrative 

cooperation in the field of value added tax and repealing Regulation 218/92/

EEC.

11 Council Regulation 904/2010/EU of 7 October 2010 on administrative 

cooperation and combating fraud in the field of value added tax.

12 Council Regulation 2073/2004/EC of 16 November 2004 on administra-

tive cooperation in the field of excise duties.

13 Commission Implementing Regulation 79/2012/EU of 31 January 2012 

laying down detailed rules for implementing certain provisions of Coun-

cil Regulation 904/2010/EU concerning administrative cooperation and 

combating fraud in the field of value added tax.

14 Commission Implementing Regulation 815/2012/EU of 13 September 2012 

laying down detailed rules for the application of Council Regulation 904/2010/

EU, as regards special schemes for non-established taxable persons sup-

plying telecommunications, broadcasting or electronic services to non-tax-

able persons.

15 Council Regulation (EU) 2017/2454 of 5 December 2017 amending Reg-

ulation (EU) No 904/2010 on administrative cooperation and combating 
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904/2010/EU	extending	its	scope	to	special	schemes	to	
distance sales of goods and services other than telecom-
munications, broadcasting and electronically supplied 
services.16 The other development is that yet another 
Regulation	was	adopted:	Regulation	2018/1541/EU.17

3 Tax Evasion and Avoidance 
within the EU

Before examining how mutual assistance by exchanging 
information prevents tax evasion and avoidance, it 
should be explained which types of evasion and avoid-
ance occur within the EU. Information exchange instru-
ments seek to tackle certain cross-border fraud schemes 
which will now be described in more detail.

3.1 VAT Fraud and the VAT Gap
VAT fraud is a rather broad concept. It essentially covers 
activities resulting in the public purse being deprived of 
revenue that it should rightfully collect.18 Unique to VAT 
is that fraudsters can both manipulate their own liabili-
ty to remit VAT and abuse the recovery of input VAT 
mechanism.19 Some examples of fraud include (not ex-
haustive): 

 – Failure to register for VAT purposes;
 – Suppression of sales;
 – Misclassification	of	supplies	(i.e.	zero	rates	and	ex-

emptions);
 – Failure to account for VAT on transactions subject to 

the reverse charge mechanism;
 – Smuggling of goods.

In the European context, VAT fraud amounts to a major 
VAT	gap.	The	VAT	gap	is	defined	as	‘[…]	the	overall	dif-
ference between the expected VAT revenue and the 
amount actually collected.’20 The expected VAT revenue 
is the taxable base multiplied by the normal VAT rate 
(which may not be less than 15%21). EU Member States 
may apply one or two reduced rates to certain categories 
of goods of services.22 The reduced rate may not be less 
than 5%.23 Reduced rates and VAT exemptions result in 
less VAT collected than expected. This, however, results 
from the VAT legislation which provides for the possibil-

fraud in the field of value added tax.

16 B.J.M. Terra and H.J. Kajus, Administrative Cooperation and Combating 

Fraud in the Field of VAT, European VAT Directives Commentary (2019), 

para. 1.3.

17 Council Regulation (EU) 2018/1541 of 2 October 2018 amending Regu-

lations (EU) No 904/2010 and (EU) 2017/2454 as regards measures to 

strengthen administrative cooperation in the field of value added tax.

18 M. WalPole, Tackling VAT Fraud, IBFD Issue 25(5) (2014), para. 1.

19 Ibid.

20 https://taxation-customs.ec.europa.eu/business/vat/vat-gap_en (last vis-

ited 6 July 2022).

21 Art. 97 of Council Directive 2006/112/EC of 28 November 2006 on the 

common system of value added tax.

22 Art. 98 of Council Directive 2006/112/EC of 28 November 2006 on the 

common system of value added tax.

23 Art. 99 of Council Directive 2006/112/EC of 28 November 2006 on the 

common system of value added tax.

ity to collect VAT at lower rates (or to exempt certain 
activities). It is therefore to be expected that a ‘VAT gap’ 
occurs. By order of the European Commission, the 
Center for Social and Economic Research has calculated 
the VAT gap for 2019.24 The gap to be expected is not 
included in these calculations, which limits the VAT gap 
to four categories:25 

 – VAT fraud and VAT evasion (or: the VAT compliance 
gap);

 – VAT avoidance practices and optimisation;
 – Bankruptcies	and	financial	insolvencies;	and
 – Administrative errors.

The EU-wide VAT gap was estimated to be EUR 134 bil-
lion in 2019.26 According to Europol, the cooperation of 
police	 forces	of	 the	EU,	one	specific	 type	of	VAT	fraud	
(amounting to the VAT compliance gap) results in EUR 
60 billion loss in VAT revenue annually.27 It is the most 
common form of VAT fraud: Missing Trader Intra-Com-
munity (hereinafter: MTIC) fraud. So-called ‘carousel 
fraud’ is a very impactful type of MTIC. This contribu-
tion examines the means of EU Member States to battle 
indirect tax, especially VAT, fraud. It is therefore rele-
vant to understand what types of fraud are targeted. 
MTIC is exemplary of the pressing need for VAT fraud 
prevention measures.

3.2 Missing Trader Intra-Community Fraud
MTIC	is	defined	as	the	VAT	fraud	through	the	abuse	of	
VAT rules on cross-border transactions between EU 
Member States by traders that go missing.28 MTIC prof-
its from the internal market concept, resulting in the 
abolishment of EU borders in 1993. Since then, all checks 
on goods and the payment of VAT when goods cross bor-
ders within the EU were abolished.29

In order to understand MTIC, it should be clear how 
cross-border supplies of goods are treated for VAT pur-
poses. A general overview of how this works is provided 
hereinafter. The place of supply of goods is deemed to be 
the place where the goods are located at the time when 
despatch of transport of the goods to the customer be-
gins.30 The supply of goods (which are transported) 
within the EU is in principle VAT exempt.31 It is an ex-
emption with the right to deduct input VAT, therefore 
the transaction is effectively zero rated and subject to 
VAT in another part of the chain (where the goods are 

24 European Commission, above n. 2, at 10.

25 Ibid.

26 Ibid.

27 www.europol.europa.eu/crime-areas-and-statistics/crime-areas/economic-

crime/mtic-missing-trader-intra-community-fraud (last visited 6 July 2022).

28 Ashmans Solicitors. (2020). What Is MTIC-VAT Fraud?. www.ashmanssolicitors.

com/articles/what-is-mtic-vat-fraud/ (last visited 6 July 2022).

29 European Parliament Study on the Possible Solutions for Missing Trader 

Intra-Community Fraud, Policy Department for Budgetary Affairs Direc-

torate-General for Internal Policies PE 731.902 (June 2022), at 14.

30 Art. 32 of Council Directive 2006/112/EC of 28 November 2006 on the 

common system of value added tax.

31 Art. 138 of Council Directive 2006/112/EC of 28 November 2006 on the 

common system of value added tax.
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Figure 1 Example of cross-border abuse of VAT rules

acquired).32 These provisions are abused by fraudsters to 
commit VAT fraud as illustrated with the following ex-
ample:33 

 – Company A (established in the Netherlands) sells 
goods to Company B (established in Germany);

 – Company B does not pay VAT to Company A (the 
transaction is VAT zero rated);

 – Company B sells the goods (within Germany) to 
Company C;

 – Company C pays VAT on the goods to Company B.

The above example can be illustrated as follows: see Fig-
ure 1.

MTIC fraud occurs when Company B in this example ac-
quires goods with 0% VAT applied. Company B sells the 
goods within the country it is established in, receiving 
for example 19% VAT from its customer. Company B dis-
appears, pocketing the VAT owed to the German tax au-
thorities. The VAT exemption on the Intra-Community 
supply from country A to country B facilitates this type 
of fraud because there is no irrecoverable VAT burden 
for the missing trader.
Carousel fraud takes MTIC fraud to the next level. It is a 
more sophisticated form of VAT fraud. The same goods 
are sold by a group of companies. The goods return to 
the initial company selling the goods over and over. An 
example:34 

 – Company A (established in the Netherlands) sells 
goods to Company B (established in Germany);

 – Company B does not pay VAT to Company A (the 
transaction is VAT zero rated);

 – Company B sells the goods (within Germany) to 
Company C;

 – Company C pays VAT on the goods to Company B;
 – Company B disappears, pocketing the VAT;
 – Company C deducts the VAT charged by Company B;

32 Art. 169(b) of Council Directive 2006/112/EC of 28 November 2006 on 

the common system of value added tax.

33 Derived from the European Parliament Study, above n. 29, at 14.

34 Ibid., at 15.

 – Company C sells the goods back to Company A (the 
transaction is zero rated).

The German tax authorities now lose on VAT revenues. 
Company B did not remit the VAT on the sale to Compa-
ny C while the latter requests a VAT refund for the VAT 
paid to Company B. The circulation of goods is often re-
peated within the chain which then leads to multiple 
losses of revenue. Carousel fraud becomes increasingly 
more	difficult	to	detect	when	more	companies	and	more	
EU Member States are involved in the fraud.

3.3 Challenges in Addressing VAT Fraud
When addressing VAT fraud, there are three important 
phases: 

 – Setting up a company;
 – Operating	a	company;
 – Termination of a company.

The ability of traders to go missing generally depends 
on	how	difficult	it	is	for	fraudsters	to	set	up	a	company.	
There	 are	 some	 seemingly	 obvious	 ‘red	 flags’,	 such	 as	
the ability to start a company without a normal struc-
ture (e.g. shareholders). Some EU Member States apply 
strict rules, for example that companies should submit a 
request for registration in person at the national tax au-
thorities. This, however, is not the case in all Member 
States.
A registered company is also not necessarily a company 
with good intentions. Especially, when companies are 
easy to set up, it is harder for EU Member States to de-
tect fraudulent intentions. The same applies to the 
phase of operation of a company. Even with MTIC, 
fraudsters have some time to commit fraud. Assume 
that a company should prepare and submit monthly VAT 
returns. Before actually doing so, the company could 
have been terminated and the VAT could have been 
pocketed already. While companies are able to register, 
operate and terminate with relative ease, Member States 
usually lack real-time data allowing for early detection 
of irregularities.35

35 Ibid., at 22.
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3.4 Measures to Address VAT Fraud
VAT	fraud,	specifically	MTIC	fraud,	could	be	tackled	in	
different ways. Some of these are:36 

 – The VAT Information Exchange System;
 – Transaction Network Analysis;
 – A reverse charge principle.

VIES provides for the possibility to check whether a cus-
tomer’s VAT number is valid. Transaction Network Anal-
ysis gathers and compares transactional data by auto-
matic data mining. With more Member States using this 
tool, it is now possible to cross-check information on an 
EU level. Finally, the reverse charge mechanism may be 
applied	by	Member	States	in	specific	situations,	mainly	
high value and high volume sectors particularly vulner-
able to MTIC (e.g. mobile phones, PCs and laptops). Un-
der the reverse charge mechanism, the supplier no 
longer collects VAT. The customer is liable to report and 
remit VAT.
Other	options	to	address	VAT	fraud	are:37 

 – Delaying VAT refunds;
 – Abolishing VAT zero rates;
 – ‘Gold card’ schemes;
 – Chain liability;
 – Guarantees.

The VAT system is designed in such a way that suppliers 
can recover VAT before even making a taxable supply. It 
is the result of the concept that VAT should not burden a 
business. While this part of the VAT system is prone to 
fraud, it is also key for capital intensive businesses 
needing fast VAT refunds to perform their activities. 
Zero rates have proven to be a risk as well (see before). 
Abolishing them, however, undermines the fundamen-
tal principle of VAT that it is destination based (where 
the actual consumption takes place). Instead of punish-
ing dependable companies with delayed VAT refunds, 
there is also the option of reward. For companies in low 
risk sectors or with a clean record there is hardly a rea-
son to impose far-reaching measures. Rewarding the 
trustworthy companies is also known as the gold card 
scheme. The Netherlands, for example, is famous for a 
reward which is considered extreme in other countries: 
the Dutch tax authorities enter into covenants with 
businesses. Companies promise to proactively disclose 
tax risks, be compliant and discuss tax issues upfront 
and the tax authorities promise to respond quickly to 
any inquiries.38 Chain liability entails that parties within 
a supply chain are jointly and severally liable for VAT 
remittance.39 Should customers know or have reasona-
ble grounds to suspect that payable VAT would remain 
unpaid, they are liable for that VAT debt. Finally, there 
are	guarantees	where	trusted	or	certified	service	provid-
ers handle customers’ VAT returns. These are only some 
of the measures that have the potential to prevent VAT 
fraud.

36 Ibid., at 24.

37 WalPole, above n. 18, para. 3.

38 Ibid., para. 3.5.

39 Ibid., para. 3.6.

4 The EU Information 
Exchange Mechanism

Up until now, this contribution examined the need for 
measures to tackle tax evasion and avoidance as well as 
the possibilities to address VAT fraud. Several ways to 
prevent VAT fraud have been presented. These measures 
mainly focus on the responsibilities of taxable persons 
(e.g. to validate VAT numbers of customers) or on the 
VAT system (e.g. the reverse charge mechanism). In this 
section we examine how information exchange between 
Member States further contributes to better fraud pre-
vention	 and	 a	 more	 efficient	 approach	 to	 occurring	
fraudulent activities.

4.1 The Purpose of Mutual Assistance 
Regulations and Directives

The extensive legislative history regarding information 
exchange can be explained by the fact that tackling 
cross-border tax evasion and avoidance was and still is 
of great importance to the EU. This already follows from 
the First Report on the application of the common sys-
tem	of	VAT	(dated	17 May 1977):40

[T]he	 prevention	 of	 tax	 evasion	 and	 avoidance	 re-
mains primarily the responsibility of the national au-
thorities. However, this does not mean that the Com-
munity institutions are indifferent to a question 
which,	 in	 view	of	 budgetary	 and	 economic	 difficul-
ties, is of major importance today. Moreover, Arti-
cle 35	of	the	Sixth	Directive	allows	the	Community	to	
expand its role in this area, since it provides for the 
adoption of further Directives to develop the com-
mon system of value added tax.41

EU Member States should take the necessary measures 
to prevent tax evasion and avoidance. That the EU is in-
volved in the prevention of tax evasion and avoidance 
can be understood considering that a percentage of the 
EU’s own resources comes from VAT collections by 
Member States.42 It should therefore not be surprising 
that mutual assistance is heavily supported by the EU as 
the solution to tax evasion and avoidance resulting in a 
loss of tax revenues. This loss of revenue is mentioned 
in	every	legislative	instrument	discussed	in	section 2.2.
As time progressed, the importance of tackling the 
problems that tax evasion and avoidance pose is more 
and more emphasised. It is now a joint battle, fought 
side by side by the EU and its Member States. It should 
therefore be clear that the very purpose of extensive co-
operation by way of information exchange is to prevent 
tax evasion and tax avoidance and combat any occurring 
fraudulent activities which undermine the operation of 

40 First Report from the Commission to the Council on the Application of 

the common system of VAT submitted in accordance with Art. 34 of the 

Sixth Council Directive (77/388/EEC) of 17 May 1977.

41 For more information: Terra and Kajus, above n. 9, para. 1.2.

42 Council Regulation 1553/89/EEC of 29 May 1989 on the definitive uni-

form arrangements for the collection of own resources accruing from val-

ue added tax.
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the internal market. The latter is exactly what happened. 
The	preamble	of	Council	Regulation	2018/1541/EU	con-
tains some particularly interesting considerations which 
can be summarised as follows: 

 – The current VAT system is based on transitional ar-
rangements, which have become outdated and 
prone to fraud.

 – Carrying out an administrative enquiry is often nec-
essary to combat VAT fraud. The Member State 
where the taxable person is established should, in 
principle, undertake the enquiry unless it is able to 
provide the information requested.

 – Forwarding information without a prior request to 
the competent authorities of other Member States 
should be as simple and effective as possible. Com-
petent authorities should be able to forward infor-
mation by secure means they deem more appropri-
ate.

 – The VAT exemption for the import of goods is often 
abused.	Customs	officials,	when	 checking	whether	
the requirements for applying the exemption are 
met, should have access to the registry of VAT iden-
tification	 numbers	 and	 the	 recapitulative	 state-
ments.

These	are	only	five	of	the	considerations	included	in	the	
most recent Regulation. It could therefore be considered 
the most detailed step-by-step masterplan of the Euro-
pean Council to tackle tax evasion and avoidance. The 
European Parliament published a report on the proposal 
for	Council	Regulation	2018/1541/EU.	The	explanatory	
statement, amongst others, mentions that this Regula-
tion should strike the right balance between requests for 
and analysing of information on the one hand and data 
protection and privacy on the other.43 The Regulation 
should also strike a better balance between interests and 
responsibilities of the requesting and requested authori-
ties.44

4.2 The Information Exchange Concept
One	of	the	first	requirements	for	EU	Member	States	ac-
cording	to	Article 4(1)	of	Regulation	904/2010/EU	is	to	
designate	a	central	liaison	office	which	is	responsible	for	
maintaining contact with other Member States. Re-
quests related to matters outside a Member State should 
be forwarded to the competent Member State according 
to	Article 6.	The	information	that	Member	States	com-
municate may help the correct assessment of VAT.45 In-
formation should be communicated by electronic means 
following	Article 51.
A very interesting and (at least in wording) drastic pro-
vision	is	included	in	Article 16.	Member	States	that	have	

43 European Parliament Report on the amended proposal for a Council reg-

ulation amending Regulation 904/2010/EU as regards measures to strength-

en administrative cooperation in the field of value-added tax, (COM(2017)0706 

– C8-0441/2017 – 2017/0248(CNS)), at 28.

44 Ibid.

45 B.J.M. Terra, H.J. Kajus, Administrative Cooperation and Combating Fraud in 
the Field of VAT: 1 Council Regulation (EU) No. 904/2010 on administrative 
co-operation and combating fraud in the field of VAT (Recast), European VAT 

Directives Commentary (2019), para. 1.5.2.

provided information may request for feedback on the 
information. Should this situation arise, the requesting 
Member State should in principle without prejudice to the 
rules on tax secrecy and data protection applicable in its 
Member State send this feedback.
Member States should electronically store information, 
such as data on the identity, activity, legal form and ad-
dress of persons to whom it has issued a VAT number 
according	to	Article 17.	Based	on	Article 21,	the	follow-
ing details should be made available: 

 – VAT	 identification	numbers	 issued	by	 the	Member	
State receiving the information;

 – Total value of Intra-Community supplies and ser-
vices.

Member States should have information available to 
link sales to taxable persons via their VAT numbers. The 
data should be complete and accurate according to Arti-
cle 22.	This	also	means	that	VAT	numbers	should	return	
invalid in VIES when taxable persons cease their eco-
nomic activities (or when tax authorities may assume 
this is the case). When no VAT returns are submitted, tax 
authorities may assume that economic activities have 
been ceased. The taxable person has the right to prove 
the existence of its economic activity.
Articles 25	to	27	govern	the	request	for	administrative	
notification.	 Upon	 request,	 the	 requested	 authorities	
shall inform the addressee of all instruments and deci-
sions which concern the application of VAT legislation 
in the jurisdiction of the requesting authority. These 
seemingly ordinary provisions, in my opinion, entail 
that the addressee of decision is only informed if this is 
requested by the requesting Member State. This instru-
ment is least appreciated by the Member States as it has 
a limited impact on VAT assessment.46

Administrative enquiries aid the prevention and discov-
ery of fraud. To further strengthen the possibilities of 
investigating cross-border supplies, the instrument of 
joint	audits	is	introduced.	Officials	from	at	least	two	tax	
administrations form an audit team. This approach 
avoids duplication of work and reduces the administra-
tive burdens for tax authorities. The same applies to 
businesses, which face only one (joint) audit instead of 
several	audits	by	different	officials.	The	present	instru-
ment	is	included	in	Article 28.
The information collected by Member States is, accord-
ing	to	Article 55,	covered	by	the	obligation	of	official	se-
crecy. The collected information may be used for the 
assessment of other levies, duties and taxes which are 
covered	by	Council	Directive	2008/55/EC.47

46 Commission Staff Working Document Impact Assessment Accompany-

ing the document Amended proposal for a Council Regulation Amending 

Regulation (EU) No 904/2010 as regards measures to strengthen admin-

istrative cooperation in the field of value added tax.

47 Art. 2 of Council Directive 2008/55/EC of 26 May 2008 on mutual assis-

tance for the recovery of claims relating to certain levies, duties, taxes and 

other measures.
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4.3 Upon Request or without Prior Request
Based	on	Article 7,	information	should	be	provided	to	a	
requesting	authority	upon	its	request.	Article 9	impera-
tively states that the requested authority shall commu-
nicate pertinent information it obtains or possesses 
(e.g. the results of administrative enquiries). Communi-
cation should take place between one and three months, 
depending on whether the information is already in the 
possession of the requested authority according to Arti-
cle 10.
Member States shall also exchange information without 
prior request. This is to increase the possibility of de-
tecting and preventing fraud. Automatic exchange 
should	at	least	take	place	according	to	Article 13:	

 – When the Member State of origin possesses infor-
mation on which the Member State of origin de-
pends for appropriate taxation (e.g. the Intra-Com-
munity supply of cars);

 – When there is a suspicion of fraud in another Mem-
ber State (e.g. discrepancies between Intra-Commu-
nity supplies reported by the suppliers and acquisi-
tions by the customers);

 – When there is a risk of tax loss in another Member 
State (e.g. VAT refunds to taxable persons not estab-
lished in the other Member State).

Within the category of information exchange without 
prior request, a further distinction can be made: auto-
matic	(Article 14)	or	spontaneous	(Article 15)	exchange	
of information. Automatic information exchange espe-
cially happens in order to help Member States dealing 
with non-established taxable persons. Information 
should be spontaneously exchanged in situations not 
covered	by	Article 14.

4.4 Information Exemptions
Requested authorities shall provide the requested infor-
mation,	under	the	conditions	set	out	in	Article 54(1):	

 – The number and nature of requests do not impose a 
disproportionate administrative burden on the re-
quested authority;

 – The requesting authority has exhausted the usual 
sources of information, unless this is not possible 
considering the result to be achieved.

There are also several grounds for refusal of providing 
requested information to requesting Member States: 

 – Article  51(2)	 states	 that	 there	 is	 no	 obligation	 for	
requested Member States to share information 
which it is prohibited to collect for its own purposes. 
Member States that are able to collect such informa-
tion are not bound to share this information with 
Member States not authorised to do so.

 – Article 51(3)	includes	a	provision	of	similar	mean-
ing, stating that requested Member States may re-
fuse information provision if the requesting Mem-
ber State is, for legal reasons, unable to provide sim-
ilar information. If this is the case, the Commission 
should be informed of the ground for refusal.

 – Article 51(4)	governs	the	refusal	of	information	that	
would lead to disclosure of commercial, industrial 

or professional secret information. Disclosure con-
trary to public policy may also be refused.

Refusal of information is not allowed on the sole ground 
that	the	information	is	held	by	a	bank	or	financial	insti-
tution	according	to	Article 51(5).	Moreover,	the	request-
ing Member State should always be informed of the 
grounds of refusal.

5 Legal Protection of Taxable 
Persons

The taxpayers’ interests are, putting it mildly, not con-
sidered very important in the European rules regarding 
information exchange. There are some provisions gov-
erning	secrecy,	as	discussed	in	section 4	of	this	contri-
bution. Member States can refuse information exchange 
if secrecy provisions in the requesting Member States 
offer less protection than in the requested Member 
State.48

5.1 Tax Payers’ Interests and the Refusal 
Grounds

As Schenk-Geers remarks, during the preparation of 
Council	 Directive	 77/799	 the	 European	 Parliament	
adopted a Resolution.49 This Resolution proposed legal 
protection consisting of the right of appeal for taxpayers 
against	a	judgement	of	Member	States	on	the	confiden-
tial nature of tax data.50 This right of appeal should en-
able taxpayers to defend themselves against suspected 
unlawful use of information. No action was taken on the 
advice. I agree with Schenk-Geers that this appears il-
logical considering that states must be transparent in 
their actions and weigh the interests of its citizens in a 
reasonable way.51 There is certainly no ‘level playing 
field’	 in	 this	 regard.	 The	 refusal	 grounds	 laid	 down	 in	
Article  51	 of	 Regulation	 904/2010/EU	 do	 not	mention	
weighing the interests of tax payers at all.

5.2	 Notification	Procedure
The	 notification	 procedure	 laid	 down	 in	 Article  25	 of	
Regulation	904/2010/EU	appears	to	be	to	only	instruct	
requested authorities to inform the addressees of in-
struments if the requesting Member State asks to do so. 
Reciprocity between a state and its citizens is crucial for 
efficiency	of	legislation.	Willingness	of	tax	payers	to	co-
operate in the exchange of information does not in-
crease when reciprocity is absent.52 Given that there are 
rather	limited	notification	procedures	in	place,	Regula-
tion	904/2010/EU	does	not	provide	for	the	right	of	ap-
peal for tax payers. It becomes clear that the obligation 

48 T. Schenk-Geers, International Exchange of Information and the Protection 
of Taxpayers, EUCOTAX Series on European Taxation volume 24, at 206.

49 Ibid.

50 Advice of the European Parliament, OJEC of 13 Dec. 1976, nr. C-293/35.

51 Schenk-Geers, above n. 48, at 207.

52 J.L.M. Gribnau, ‘General Introduction’, in G.T.K. Meussen (eds.), The Prin-
ciple of Equality in European Taxation (1999), p. 23-26.
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to exchange information is mainly aimed at the inter-
ests of the Member States. This can, in a way, be ex-
plained by the nature and purpose of taxation which is 
to guarantee the existence and functioning of a state.53 
It should, however, be noted that Member States should 
always observe fundamental tax payers’ rights and bal-
ance	them	with	the	States’	fiscal	interests.	These	funda-
mental rights should prevent a one-dimensional pursuit 
of revenue interests by Member States.

5.3 Exhaustion of Own Possibilities
As	noted	 in	 section 4.3	and	governed	by	Article 54(1),	
Member States should exhaust their own resources be-
fore consulting other Member States. This obligation of 
effort is, however, limited. If the Member State is run-
ning the risk of jeopardising the achievement of the desired 
end, the information can still be requested from another 
Member State. This provision somewhat follows the 
principle of proportionality. But Member States are in 
no way required to account for the reasons why their 
own	resources	are	insufficient	in	achieving	the	desired	
goal. There, however, is a clear reason for this approach. 
If	prior	notification	was	required,	tax	payers	could	warn	
each other and information may be manipulated or de-
leted. I again agree with Schenk-Geers that this is a 
great risk to be considered.54

5.4 A Nuanced Approach to Protecting Interests 
of Tax Payers

It has been established in this section that protection of 
interests of tax payers is limited in European legal in-
struments.	There	are	secrecy	and	(limited)	notification	
provisions in place. There are, however, no means a tax 
payer may use to defend himself against potential un-
lawful use of information relating to his legal position.
I do see the shortcomings of the European legislative 
measures governing cross-border information exchange 
relating to the position of tax payers. There are very 
good reasons to develop a system of legal protection for 
tax payers in this regard. But I do recognise the impor-
tance of enabling Member States to collect and share as 
much information as possible. It should not be forgotten 
that	Member	States	have	a	significant	disadvantage	 in	
battling tax evasion and avoidance. They greatly depend 
on data that is to be provided by tax payers via tax re-
porting (or gathered in a tax audit). It is inherent to this 
process that it does not take place in real time. This is a 
strong argument in favour of the proportionality of the 
design of the system of information exchange as it has 
been developed until now. Steps towards new legislation 
in	the	field	of	real-time	reporting	have	been	taken	by	the	
European Commission.55 The report that was published 
recently investigates amongst others the impact of Dig-
ital Reporting Requirements, which covers for example 
mandatory e-invoicing. These measures should make 
tax authorities less dependent on tax payers providing 
information.

53 Schenk-Geers, above n. 48, at 208.

54 Ibid., at 209.

55 European Commission, above n. 2.

It should be noted that the present legal protection only 
concerns the exchange of information. Mutual assis-
tance in information exchange is not an aim in itself. It 
is ultimately aimed at verifying that tax revenues are 
not	lost	due	to	fraudulent	activities.	Once	irregularities	
are discovered, information exchange in itself will not 
lead to correcting (potential) tax revenue loss. Compe-
tent Member States should act on the information to 
secure	these	revenues.	This	means,	in	the	field	of	VAT,	
that Member States should issue additional assess-
ments,	tax	penalties	and	where	necessary	file	criminal	
charges. In each and every one of these instances, tax 
payers have full rights to defend themselves.
I do recognise that this does not take away the concerns 
that data is unlawfully disclosed or used by tax authori-
ties. In that case, there is nothing a tax payer can do 
about that, which is at least at odds with the principle of 
reciprocity and that tax administrations should operate 
in a transparent manner. But it could also be viewed as 
the ‘least bad’ solution to battling tax evasion and 
avoidance. That is, until tax authorities are fully able to 
collect real-time data to analyse. Should that happen, I 
expect that lack of protection of tax payers’ interests is 
no longer proportional. With recent developments in 
the	field	of	automation	and	e-solutions,	tax	authorities	
should be able to collect and share information in a 
more	 efficient	manner	 in	 the	 foreseeable	 future.	With	
their informational disadvantages likely subsiding (or at 
least lessening), the legal position of tax payers should, 
in my view, be reconsidered. This is in accordance with 
the principle of proportionality. Maybe it is not possible 
to fully implement an appeal system, without losing 
momentum to tackle tax evasion and tax avoidance. 
That does not necessarily entail that the information 
exchange system should remain unchanged. The system 
and its means should evolve with the technological de-
velopments, like it has done since its introduction.

6 Conclusion

In this contribution, I have examined the concept of in-
formation	exchange	in	the	field	of	indirect	taxes.	There	
is a long legislative history discussed in this regard. The 
need for cooperating tax authorities was already press-
ing in the 1970s. The means necessary to effectively 
monitor and exchange information apparently needed 
to be amended to keep up with the ever-increasing scale 
of EU trade. The clear purpose of all this legislation is to 
approach	a	financially	significant	problem:	tax	evasion	
and tax avoidance. This contribution focuses on types of 
fraud	occurring	in	the	field	of	indirect	taxes,	specifically	
VAT. The existence of MTIC was examined in depth. 
MTIC shows that fraudsters rely on the typical lack of 
information suffered by tax authorities to perform their 
fraudulent activities. When Member States can cross-
check information provided by the tax payers concerned 
in these transactions, it is already too late. VAT is at that 
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stage already pocketed, leaving the European Union 
with a VAT gap of billions of Euros.
To combat these types of fraud, several approaches have 
been discussed in this contribution. From rewarding re-
liable tax payers in sectors less prone to fraud to elimi-
nating loss of VAT revenue by introduction of the reverse 
charge mechanism. In a different way but like VAT fraud, 
the most far-reaching forms of these approaches (also) 
undermine the very design of the VAT system. Exchange 
of information is, however, basically compatible with 
the current design of the VAT system. Information ex-
change enables the competent tax authorities to gather 
information, which can be cross-checked with the infor-
mation available from other Member States.
One	of	the	critical	disadvantages	tax	authorities	face	is	
that they lack the right information at the right time. 
When exchanging information, it is critical that all EU 
Member States are actively engaged. Therefore, Member 
States are required to exchange information when: 

 – Other	Member	States	depend	on	this	information	to	
issue correct assessments;

 – When there is a suspicion of fraud in another Mem-
ber State;

 – When there is a risk of tax loss in another Member 
State.

Member States should, however, not only exchange in-
formation upon request by other Member States. They 
should also spontaneously exchange information to 
maximise chances of picking up indications of VAT 
fraud. A greater effort is required from Member States in 
this regard as they should not only monitor their own 
tax revenues. They should also gather information, de-
tect fraudulent activities and communicate crucial in-
formation to the relevant tax authorities. Unless this 
process	 is	 very	 efficient,	 information	 exchange	 likely	
cannot keep up with the rapid practices of fraudsters.
With time being of the essence, it is understandable that 
the process of information exchange is quite straight-
forward. There are only a few limitations to consider for 
a Member State when providing another Member State 
with information: 

 – Member States are not required to share informa-
tion that is prohibited to be collected in the request-
ing Member State;

 – Member States may refuse to provide information if 
the requesting Member State is, for legal reasons, 
unable to provide similar information;

 – Member States may refuse disclosure of commer-
cial, industrial or professional secret information. 
The same applies to disclosure contrary to public 
policy.

Also, the number and nature of requests should not im-
pose a disproportionate burden on the requested Mem-
ber State. All resources the requesting Member State 
could have used, should be used. Broadly formulated ob-
ligations and limited grounds for refusal should lead to 
efficient	information	exchange.

The legal position of subjects of information exchange, 
the tax payers, are hardly mentioned in the legislation 
governing information exchange. This is understanda-
ble from the position of tax authorities, given their in-
formation	 disadvantage.	 But	 with	 limited	 notification	
procedures and no objection grounds (or a system of 
appeal) for tax payers, the question rises whether their 
interests	are	sufficiently	protected.	The	risk	of	wrongful	
use of gathered information by tax authorities without 
tax payers being able to object is realistic. Apparently, 
there	have	not	been	better	methods	for	the	EU	to	fight	
tax evasion and tax fraud without undermining the very 
system these methods aim to protect. It could be argued 
that the principle of proportionality is met when tax au-
thorities	face	significant	disadvantages	gathering	rele-
vant information. Moreover, the national systems 
should provide for adequate appeal procedures when 
assessing the tax debt. Nevertheless, it is important to 
note that information exchange has evolved over the 
years. The developments have enabled Member States 
to	collect	and	share	information	in	a	more	efficient	and	
effective way. The same should apply to the position of 
tax payers, meaning that if tax authorities are better 
able to collect relevant information, the position of tax 
payers should be strengthened. Power should be in bal-
ance with countervailing power. How future information 
exchange developments take shape remains to be seen. 
That the future of information exchange will be inter-
esting is for certain.
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